
INSTALLATION – OPEN ENTITY CONFIGURATION (BASIC AND ADVANCED) 

After downloading and installing the application from the Marketplace (Microsoft AppSource), the Open Entity application must be configured. 

Open Entity can be configured with just the four basic functionalities of Copy-Paste, Execute Processes, Archive Data, or Export to Excel by running the Basic setup wizard. 
Alternatively, you can add utilities that allow interaction (data export and import) between companies, environments, and tenants of Business Central, including external 
connections (third-party applications) with the Advanced configuration. The choice between one or both configuration processes depends exclusively on the company's 
needs, and these two 'versions or modules' have been created to simplify the visual interface for Administrators and the required installations (Application Registration in 
Azure and Azure function creation if webhooks are going to be used) for the 'Advanced' version. 

The user configuring the application and managing its functionality must have 'NOW OE Managers' permissions, while other users should have 'NOW OE Users' permissions. 
If a user does not have one of these permissions, they will not have access to Open Entity. The application's main page will reflect the user's configuration and the 
application's installation level (basic or advanced). 

It can be launched from various locations: on the 'Extension Management' page, 'Assisted Setup,' or directly from the application's main Administrator page. 

The user running the setup wizards must have 'NOW OE Managers' permission; it is NOT necessary to have the 'SUPER' permission. 

 

 

 

 

 

 

 

 

 

 

 

 

 



Extensions Management 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



Assisted Setup & Actions (Inspect & Wizards) en Dashboard Manager. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



Basic Installation 

After choosing one of the previous actions to configure the Open Entity application, the following wizard will be displayed, guiding us through the actions that will be carried 
out. 

 

 

 

 
 

 

 

 

 

 

 

 

 

 

 

 
We enter a tenant code by which all our companies will be recognized. It is crucial that this code matches the code of other environments or tenants if we are going to 
interact with them. The reason is that this code will travel and be received at a destination, and if there is no match between the source and destination codes, the latter will 
fail to return a response regarding the operations performed. 

Therefore, this 'Tenant Code' should be considered like an ID or Passport within Open Entity, or the sender of an email. It uniquely identifies a tenant and its environment or 
database. 

 



We click Next, and the page to download the templates used by the system for its internal processes will appear. We select the options we want to download and click Next 
again. 

By clicking this button, the system templates and a Demo template (export templates) will begin downloading from the Nomadaware Azure server. 

If this action cannot be completed for any reason, we can upload these templates later from the Setup page. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

At the end of the wizard, we will proceed to configure a serial number for the custom templates, as indicated on the final page of the wizard. 

We click the Finish button and navigate to the application's Setup page. 

 

 

 



 

The two action buttons at the top will connect to the Nomadaware Azure server to download the 
system and demo templates. The third action will allow us to manually upload the files we have 
downloaded from the Nomadaware website (Downloads). 

Note: The application will not function correctly without the system templates. 

                   

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



We check that the Company Data and App System sections are properly populated and that the system templates actually exist (click the three-dot button—if a blank 
screen appears, the templates have not been downloaded). Then, we create a new series for the Custom Template Series field. 

 

You can watch a tutorial on the basic configuration on our YouTube channel: https://youtu.be/bzU4y75k7lI?si=HWKIMxIMJNK2oN3i. 

 

 

 
Advanced Installation 

In the advanced configuration, we must have registered the Open Entity application in our Azure account under Microsoft Entra ID, specifically in the App Registrations 
section (New Registration), before starting the Advanced setup wizard. 

 

 

 

 

  

 

 

 

 

 

 
 

 

 

 



When creating the application, it is important to retain the application code or client application ID and the secret value generated for OAuth2 authentication. This 
information is essential to continue with the configuration and to ensure that the application can communicate properly with other companies, Business Central tenants, or 
external applications. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

To complete this process, you can refer to the numerous help pages and tutorials available on the internet. Below are a few related links: 
 

https://www.navuser.com/how-to-register-business-central-app-with-api-permissions-in-azure-portal/ 

https://www.kauffmann.nl/2022/02/23/configuring-business-central-for-azure-active-directory-authentication-and-oauth-2/ 

https://community.dynamics.com/blogs/post/?postid=cd15ee4a-e750-4d16-81cc-6e344a801805 



Advanced Setup Assistant.  

To begin with a quick check, on the installed extensions page (Extension Management), look for the Open Entity application and ensure that the 'Allow HttpClient Request' 
field is enabled by using the View action.  

 
 

 

 

 

 

 

 

 

 

 

 

 

We run the Advanced Setup Assistant from any of the previously mentioned locations. 
 
 

Upon running , a welcome message will be displayed along with a notice that, to proceed with the 
assistant, you must have registered the application in your business or personal Azure account and 
have securely saved or know the client application ID and its secret value, which will be requested in 
the next step. 

 

 

  



            

 

 

 

 

 

 

 

 

 

 

 

We enter the requested data and click "Next" until the assistant is completed. 

 

 

On the final screen, we are warned that the newly created entry in Business Central for 
Open Entity must be validated by giving our consent and activating the State field. 

 

 

 

 



The installation will have created a new entry in the Microsoft Entra Applications page in Business Central with the Client ID that we filled in. We verify the data, and as the 
last installation page informed us, we grant consent (Grant Consent) and change the State field to "Enabled" if necessary. 

 

 

 

 

 

 

 

 

 

 

 

 

 
 
 

 

 

 

 

 

 

 



When clicking on the Grant Consent button, we will be prompted to authenticate, followed by the acceptance of the requested permissions for the application's operation. 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



To finish, we will access the page of our Tenant, and the first thing we will notice is that three additional sections have been added, and the data has been filled in 
automatically. We click on the "Check Access Token" action, and if we receive a positive response, we have completed the advanced setup. Otherwise, the data on the form 
will need to be reviewed to ensure accuracy. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 
 
 
 

 

 

Advanced Installation Tutorial on https://youtu.be/CUTARUw7NO0?si=A5tblmfOqG1-FMp2 


